NEUROSOFT S.A.

Junior Cyber Security Tester

Neurosoft is a leading ICT Integrator providing innovative solutions and services with the aim of increasing efficiency and security. Operating in Greece, Cyprus and SEE, they are referenced in sectors like financial services, service providers, transportation, utilities, industry, maritime and government. The company has been listed in the Italian Stock Exchange since 2009 while currently employing 250+ highly skilled professionals with depth expertise in their fields.

We have an open vacancy for a Junior Cyber Security Tester who will join our Cyber Security Services team.

Position Responsibilities

- Conducts external, web/mobile penetration tests and vulnerability assessments
- Support more complex engagements like internal penetration testing and Red team for specialized scenarios.
- Explains, presents, demonstrates and documents, as needed, the operational impact of identified vulnerabilities
- Assists customer with implementing policies and tactics, techniques and procedures for conducting assessments
- Develop/Enhance internal tool
- Maintain and update methodologies
- Work ethically, with high degree of integrity, confidentiality and appropriate use of information

Professional Experience & Qualifications

- Academic studies or training in the fields of information security, application/software development, networking, system administration, and/or engineering.
- 1 year experience in a similar position
- Good understanding of web technologies/services, mobiles, networking, operating systems, server services/applications, wireless technologies and hardware.
- Basic understanding of security technologies such as firewalls, IDS/IPS, application gateways/filters, anti-virus, encryption, security information and event management (SIEM), mobile security, asset discovery, identity authentication management, and access control.
- Hands-on experience (even at CTF challenges).
- Strong analytical skills, critical thinking and attention to detail
- Good communication skills and a customer-oriented approach
- Ability to work efficiently both within a team and independently
- Fluency in Greek and English languages, oral and written
Preferred Skills & Qualifications

- Industry Certifications will be considered a plus (e.g. OSCP).
- Writing code with scripting languages such as Python and Bash
- Experience with Kali Linux
- Experience with penetration testing tools
- Understanding of security community best practices and methodologies such as OWASP and OSSTMM

We Offer

- A competitive compensation package
- Private Health Insurance
- Trainings and Certifications
- Excellent opportunities for professional development
- Work from home opportunity
- Stable and enjoyable working environment
- Working on leading-edge technology and industry trends
- and ... a lot of hacking!

Click here to apply!

For more open vacancies check @ www.neurosoft.gr