Company Profile

AMPLUS Technologies is a pioneering and innovative IT Company that implements high quality projects in Financial Institutions, Telecommunication Companies, Insurance Organizations, Educational Institutions, and organizations of the wider Public and Private Sector. In the decade of 2000’s, AMPLUS Technologies has managed to possess a major market share of the IT Solutions industry. Established by a team of IT specialists, the company has a stable and upward evolution throughout these years.

In AMPLUS Technologies, we constantly offer integrate and end to end solutions which increase the quality of the services provided and strengthen the loyalty of our clients through a client-driven approach.

Due to the continuous growth of our company, we are currently looking for a Cyber Security Engineer to join our team.

Job Summary

The job holder will be responsible for ensuring the security of our organization's systems, networks, and data. Working within a team of cybersecurity professionals, you will implement security measures, monitor systems for potential threats, and respond to security incidents. To be successful in this role, he/she will conduct risk assessments, implement security policies and procedures, and stay up-to-date with the latest cybersecurity trends and technologies.

Responsibilities

- Implement and maintain security measures to protect computer systems, networks, and data.
- Monitor systems for security breaches, intrusions, and unusual behavior.
- Investigate security incidents and develop response strategies to mitigate impact.
- Configure and manage security tools such as firewalls, intrusion detection systems, and endpoint protection solutions.
- Develop and implement security policies, procedures, and standards.
- Provide security awareness training to staff and promote a culture of cybersecurity within the organization.
- Stay informed about the latest cybersecurity threats, vulnerabilities, and technologies.
- Collaborate with other IT teams to ensure security best practices are integrated into system and software development processes.
- Participate in the evaluation and selection of cybersecurity products and technologies.
Qualifications

- Bachelor's degree in computer science, information technology, or a related field.
- Master's degree in Cyber Security will be considered as an asset.
- 3-5 years of experience in Cyber Security or a related field.
- Professional certifications such as CompTIA Security+, Certified Information Systems Security Professional (CISSP), Certified Ethical Hacker (CEH) or Fortinet NSE4 or equivalent.
- Strong understanding of networking protocols, operating systems, and security technologies.
- Experience with security tools such as firewalls, intrusion detection systems, and vulnerability scanners.
- Fluency in Greek and in English, both written and spoken.
- Excellent command of MS-Office.
- Strong problem-solving and analytical skills.
- Exceptional communication skills to collaborate effectively with team members.
- Strong multi-tasking and organizational skills, ability to work under tight deadlines.

Benefits

- Competitive salary
- Great Place to Work Certified Company
- A mentor to support you with your employee experience
- Monthly Meal coupons
- Continuous learning and development opportunities in IT industry
- Modern, stable, and challenging work environment
- Diverse and inclusive culture

If you want to be part of our passionate team, please send your CV to dkarnesi@amplus.gr

All applications will be treated in strict confidence!

In AMPLUS Technologies we apply our principles of fair and equitable treatment, non-discrimination and equal employment opportunity!